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CL1
Posobnost’ a ucel
Smernica upravuje pravidla a podmienky monitorovania priestorov kamerovym systémom
pre vopred vymedzené tcely, vymedzuje zékladné pojmy suvisiace s pouzivanim kamerového
systému, urcuje okruh opravnenych uzivatel'ov, vymedzuje Ucel pouzitia kamerového systému,
stanovuje bezpeCnostné pravidla pouzivania kamerového systému v zmysle Nariadenia
Eur6pskeho parlamentu a Rady (EU) 2016/679 o ochrane fyzickych o0sdb pri spractvani osobnych
udajov a o vol'nom pohybe takychto udajov (d’alej len ,,Nariadenie*) a zakona NR SR ¢. 18/2018
Z.z. 0 ochrane osobnych Udajov a 0 zmene a doplneni niektorych zakonov (d’alej len ,,zakon o

ochrane osobnych udajov®).

CL.2
Vymedzenie zadkladnych pojmov

a) Monitorovany priestor — za takyto sa povazuje priestor, do ktorého mozno vol'ne vstupovat’
a Vv ktorom sa mozno vol'ne zdrziavat’ bez casového obmedzenia alebo vo vymedzenom case,
pri¢om iné obmedzenia, ak existuji a sU osobou splnené, nemaju vplyv na vstup a vol'ny pohyb
0soby v tomto priestore alebo je to priestor, ktory tak oznacuje osobitny zakon.

b) Osobné Udaje — st akékol'vek informacie tykajuce sa identifikovanej alebo identifikovatelne;j
fyzickej osoby (dotknutej osoby). Identifikovatel'na fyzickd osoba je osoba, ktori mozno
identifikovat’ priamo alebo nepriamo, najmid odkazom na identifikator, ako je meno,
identifikacné Cislo, lokalizacné udaje, online identifikator, alebo odkazom na jeden ¢i viaceré
prvky, ktoré su Specifické pre fyzicka, fyziologickl, genetickd, mentalnu, ekonomicku,
kultdrnu alebo socialnu identitu tejto fyzickej osoby.

Osobnv udaj je pomocou kamerového systému snimany a zaroven v digitalizovanej podobe

automaticky uchovavany dynamicky alebo staticky videozdznam fyzickej osoby, ktord vstipila

do _monitorovaného priestoru. Za osobny Udaj sa v tomto pripade povazuje aj videozdznam

hnutel'ného a nehnute'ného majetku, ktory sa nachadza v monitorovanom priestore, zdznam

ktorého je mozné vyuzit ako vSeobecne pouziteInv identifikator dotknutej osoby. Obrazovy

zaznam je vyhotoveny bez suhlasu dotknutej osoby ako oprdvneny zdujem prevadzkovatela

na vopred vymedzeny ucel.

c) Prevadzkovatel’ - je fyzickd alebo pravnickd osoba, organ verejnej moci, agentdra
alebo iny subjekt, ktory sam alebo spolo¢ne s inymi ur¢i ucely a prostriedky spractivania

osobnych udajov. V pripade, Ze sa Gcely a prostriedky tohto spractivania stanovuju v prave
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Unie alebo v prave &lenského $tatu, mozno prevadzkovatela alebo konkrétne kritéria na jeho
uréenie uréit v prave Unie alebo v prave ¢lenského §tatu. Prevadzkovatelom kamerového
systému je Stredna priemyselna Skola stavebna a geodeticka, Lermontovova 1, 040 01 KoSice.

d) Sprostredkovatel’ - je fyzickd alebo pravnickd osoba, organ verejnej moci, agentdra
alebo iny subjekt, ktory spraciva osobné udaje v mene prevadzkovatela (napr. servis
kamerového systému).

e) Opravnena osoba — je kazda fyzicka osoba, ktora prichadza do styku s osobnymi tdajmi
v ramci svojho pracovnopravneho vzt'ahu, Statnozamestnaneckého pomeru, sluzobného
pomeru, ¢lenského vzt'ahu, na zaklade poverenia, zvolenia alebo vymenovania, alebo v ramci
vykonu verejnej funkcie, a ktora spraciva osobné udaje v rozsahu a spdésobom ur¢enym
v dokumente s nazvom Poucenie a poverenie opravnenej osoby. Opravnenou osobou su
zamestnanci ureni vedenim Strednej priemyselnej S$koly stavebnej a geodetickej,

Lermontovova 1, 040 01 KoSice

CL3
IS Kamerovy systém
Pravny zéklad spractvania osobnych tdajov v IS: Pravnym zékladom spracivania osobnych
Udajov je Opravneny zaujem v zmysle ¢lanku 6 ods. 1 pism. f) Nariadenia. Hlavnym opravnenym
zduyjmom je ochrana majetku prevadzkovatela pred kradeZzou, vldmanim, lupezou,

resp. inym vandalizmom ako aj zabezpecenie bezpe¢nosti prevadzkovatela a dotknutych oséb.

Ulel spraciivania osobnych udajov v IS: Ulelom spractivania osobnych tidajov v rdmci

predmetnej agendy je monitorovanie priestorov kamerovym systémom z dévodu ochrany

majetku prevadzkovatel’a pred kradezou., vlamanim, lapezou, resp. invm vandalizmom ako

aj zabezpedenie bezpecnosti prevadzkovatel’a a dotknutych osob.

Priestor monitorovany kamerovym systémom je priestor, do ktorého mozno vstupovat’
a v ktorom sa mozno zdrziavat’ bez ¢asového obmedzenia alebo vo vymedzenom case, pricom iné
obmedzenia, ak existuju a su osobou splnené, nemaju vplyv na vstup a pohyb osoby v tomto
priestore, alebo je to priestor, ktory tak oznacuje osobitny zakon.

V tomto IS kamerové systémy prestavuju dynamicky sa rozvijajucu oblast’ v problematike
ochrany osdb, majetku a verejnych ¢i neverejnych priestorov. Si urCené na nepretrzité
monitorovanie priestorov, detekciu pohybu, prevenciu kriminality a zvySovanie urovne

bezpecnosti objektov.



Systém na monitorovanie kamerou tvoria analégové a digitalne zariadenia spolu so
softvérom na ucely zachytavania snimok obrazu, spracovanie snimok a ich zobrazovanie
operatorovi. Jeho sucasti sa rozdel'uju do tychto kategorii:

e Prostredie obrazu: zachytavanie snimok, prepojenia a spracovanie snimok:

o ucelom zachytavania snimok je vytvorenie obrazu skuto¢ného sveta vo formate, ktory
moze byt pouzity zvySkom zariadenia,

o prepojenia predstavuju kompletny prenos udajov v rdmci prostredia obrazu, t. j.
pripojenia a komunikaciu. Prikladmi prepojeni su kable, digitalne siete a bezdrétové
prenosy. Komunikaciu predstavuju vsetky obrazové a kontrolné datoveé signaly, ktoré
mozu byt digitalne alebo anal6gové,

o spracovanie snimok zahfna analyzu, ukladanie a zobrazovanie snimky alebo sekvencie
snimok.

e Bezpecnost’ zariadenia na monitorovanie kamerovym systémom pozostdva z dovernosti,
integrity a dostupnosti systému a Gdajov:

o bezpecnost zariadenia zahtna fyzicku bezpecnost’ vSetkych zloziek a kontrolu pristupu

k zariadeniu na monitorovanie,

o bezpecnost idajov zahfna prevenciu straty udajov a manipuléacie s nimi.

Opatrenia spocivajice v monitorovani kamerovym systémom by sa mali zvolit’ len vtedy,
ked’ u¢el spractivania nemoZzno primerane dosiahnut’ inymi prostriedkami, ktoré v mensej miere
narusaju zakladné prava a slobody dotknutej osoby, tzv. nahradné bezpecnostné opatrenia, ako je
oplotenie majetku, zavedenie pravidelnych pochddzok bezpeénostného personalu, vyuZzivanie
vratnikov, zabezpecenie lepSieho osvetlenia, inStalacia bezpenostnych zamkov, bezpecnostnych
okien a dveri, nanesenie naterov ¢i folii na miry na ochranu proti grafitom, zvySenie personalneho
dozoru pocas prestavok.

Dotknuté osoby mo6Zzu takisto oCakavat’, ze nebudii monitorované na verejne dostupnych
miestach, a to najmé ak su tieto miesta zvyCajne vyuzivané na zotavenie, regeneraciu a volno
Casové aktivity, ako aj na miestach, kde sa l'udia zdrziavaju/zhovaraju, ako st zony na sedenie,
stoly v restauraciach, parky, kina, fitness zariadenia.

Kamerové systémy maji rozsiahle moznosti vyuzitia — od priameho sledovania bodov
zaujmu (verejné priestory, neverejné priestory, komunikécia, parkoviska, sklady, interiéry budov
a ostatné s moznym vyskytom neZziaducich javov), cez ukladanie a archivaciu videozaznamov.

Pred uvedenim kamerového systému do prevadzky musi prevadzkovatel' posudit, kde

a kedy st opatrenia na monitorovanie kamerou prisne nevyhnutné. Zvycajne bude na plnenie
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potrieb prevadzkovatela v suvislosti s predchadzanim ohrozeniu jeho majetku stacit

monitorovanie kamerovym systémom v noci a mimo pravidelnych prevadzkovych hodin.
Okrem pripadnej potreby vykonat’ posudenie vplyvu na ochranu udajov by prevadzkovatelia

pri vytvarani vlastnych politik a postupov tykajdcich sa monitorovania kamerou mali urcit’ aj:

e kto je zodpovedny za riadenie a fungovanie systému na monitorovanie kamerou,

e ucel a rozsah projektu monitorovania kamerou,

e ako sa obraz nahrdva a pocas akého Casového obdobia vratane archivneho uchovavania
videozaznamov v suvislosti s bezpe¢nostnymi incidentmi,

e kto ma pristup k videozdznamom a na aké tcely,

e operané postupy (napr. kto a odkial’ sleduje monitorovanie kamerou, ¢o robit’ v pripade
incidentu porusenia ochrany Udajov),

e postupy tykajlice sa obstaravania, inStalacie a udrzby zariadenia na monitorovanie kamerovym
systémom,

e riadenie incidentov a obnova procesov.

Systém vyuZitia kamerového systému sliZi pre ochranu majetku prevadzkovatel'a
pred kradezou, vlamanim, lUpeZou, resp. inym vandalizmom ako aj zabezpelenie bezpeénosti
prevadzkovatela a dotknutych oséb.

Monitorované priestory vo vlastnictve prevadzkovatela tvoria neoddelitenu prilohu €. 1

tejto smernice.
Kamerovy systém nie je pripojeny na zdznamové zariadenie.

Plny pristup ku kamerovému systému, vratane moZnosti prezerania a zhravania obrazového
zaznamu V pripade potreby maju prislusnici policie a opravnena osoba.

V pripade, Ze opravnena osoba, vyuZziva na sledovanie vzdialeny pristup ku kamerovému
zaznamu prostrednictvom mobilnej aplikéacie, je nutné aby sa nevyhnutne obozndmila so

Smernicou 0 monitorovani priestorov kamerovym systémom.

Vzhl'adom nato, Ze na rovnakom zdzname z monitorovania kamerou moze byt zachyteny
I'ubovolny pocet 0sdb, jeho zobrazenie by potom viedlo k d’alSiemu spractivaniu osobnych tidajov
d’alsich dotknutych osdb. Ak dotknuta osoba poziada o kopiu materialu (¢lanok 15 ods. 3), mohlo
by to mat’ nepriaznivé dosledky na prava a slobody d’alSich dotknutych osob, ktoré st v iom tiez

zachytené.



Za ucelom predist’ takémuto u¢inku by mal prevadzkovatel’ v niektorych pripadoch zvazit’
neposkytnutie videozdznamu, na ktorom je mozné identifikovat iné¢ dotknuté osoby,

a to z dovodu rusivej povahy takéhoto videozaznamu.

Existenciu opravneného zaujmu, ako aj nevyhnutnost monitorovania je potrebné

v pravidelnych intervaloch prehodnocovat’. (napr. raz za rok, v zavislosti od okolnosti).

V pripade monitorovania kamerou je vhodné podotknut’, Ze napriklad rozmazanim obrazu
bez moznosti opitovného obnovenia osobnych tdajov, ktoré obraz predtym obsahoval, sa osobné

Udaje v stilade so v§eobecnym nariadenim o ochrane osobnych udajov povazuju za vymazané.

Prevadzkovatel je povinny technicku spravu ku kamerovému systému spristupnit’ Organom

¢innym v trestnom konani na vyziadanie.

Priestor monitorovany kamerovym systémom musi byt’ riadne a viditel'ne oznaceny ako ,,TENTO

PRIESTOR JE MONITOROVANY KAMEROVYM SYSTEMOM¢!

Stucastou oznacenia priestoru monitorovaného kamerovym systémom musi byt informacia
v zmysle ¢l. 13 Nariadenia, a to tzv. prva vrstva:

— identifikacné udaje prevadzkovatela kamerového systému,

— kontaktné udaje prevadzkovatel’a,

— 1ucel monitorovania kamerového systému,

— pravny zéklad spractvania obrazoveho zaznamu,

— lehota uchovévania obrazového zaznamu,

— prava dotknutych osdb,

— informéciu o zodpovednej osobe za ochranu osobnych Gdajov,

—  bliz8ie informacie o druhej vrstve.



Zoznam spracuvanych osobnych Udajov:

IS Kamerovy systém: obrazovy zaznam

Okruh dotknutych o0sdb: fyzické osoby, ktoré vstupili do priestorov prevadzkovatela,

ktoré su monitorované kamerovym systémom

Prijemcovia, ktorym budud osobné udaje z predmetného IS poskytnuté alebo spristupnene:

Organy ¢inné v trestnom konani, opravnené osoby prevadzkovatel'a
Forma spractvania osobnych Udajov: automatizovana

Aplika¢né a programové vybavenie vramci automatizovaného spraclUvania osobnych
udajov:

a) Softvér na snimanie obrazového zaznamu z kamerového systému

Osobné pocitace, v ktorych sa nachadzaja elektronické data informaéného systému su vybavené
prisluSnym softvérom na ochranu pred virusmi, malwarom, spywerom, trojskymi konmi a
pripadnymi inymi utokmi. Pristup do osobnych pocitacov je chraneny logovacim menom, heslom.

Pri odchode z pracoviska je kazda opravnena osoba povinna vypnut prideleny osobny pocitac.

Spracivanie osobnych udajov dotknutych osob sprostredkovatePom: NIE

Cl 4
Rozsah povinnosti, opravneni a ¢innosti prevadzkovatela jednotlivych opravnenych osob
pri obsluhe kamerového systému
a) Povinnosti:

1. oboznamit’ sa s bezpe¢nostnou smernicou o monitorovani priestorov kamerovym systemom,

2. oboznamit sa s ¢innost’ou, obsluhou a pouzivanim kamerového systému,

3. dodrziavat’ bezpe¢nostnu smernicu o monitorovani priestorov kamerovym systémom,

4. zabezpelit obsluhu kamerového systemu len opravnenymi osobami, ktoré boli na obsluhu
vySkolené a boli oboznamené s bezpecnostnou smernicou kamerového systému, ¢o potvrdili
svojim podpisom v zapise,

5. zamedzit’ vstup nepovolanym osobam k zaznamom kamerového systému,



10.

11.

12.

zamedzit’ vstup nepovolanym osobam k monitorovaciemu zariadeniu, ku ktorému maju
pristup iba opravnené osoby,

pri pouzivani kamerového systému a osobnych udajov ziskanych ¢innostou kamerového
systému dodrziavat’ ustanovenia Nariadenia a zakona o ochrane osobnych Udajov,

kazdy jeden priestor monitorovany kamerovym systémom je prevadzkovatel povinny
zretelne oznadit' népisom ,, TENTO PRIESTOR JE MONITOROVANY KAMEROVYM
SYSTEMOM* spolu s d’al§imi informéciami podl’a ¢lanku 13 Nariadenia, a to na viditelnom
mieste, aby fyzicka osoba mala vedomost o tejto skuto¢nosti eSte pred vstupom do
monitorovaného priestoru bez ohl'adu na to, ¢i sa snimany obraz zaznamenéva na nosic
informdcii. Oznacenie monitorovaného priestoru sa nevyzaduje, ak tak ustanovuje osobitny
zakon,

opravnend osoba ziskané udaje nesmie vyuzit’ na iny Ucel ako je stanoveny bezpecnostnou
smernicou, nesmie ich poskytnut’, spristupnit’ d’alSej osobe,

Oopravnend osoba je povinna obsluhovat’ kamerovy systém podl'a schvalenej bezpecnostnej
smernice a pokynov technickej spravy,

prevadzkovatel’ ani opravnena osoba NESMIE zverejnit’ obrazovy zaznam z kamerového
systému na svojom webovom sidle alebo socialnej sieti, ato ani v snahe ,,dolapit™
pripadného pachatel’a trestného ¢inu alebo priestupku,

prevadzkovatel’ je povinny technicku spravu ku kamerovému systému spristupnit’ organom

presadzovania prava na vyZiadanie,

13. v pripade vyuzivania vzdialeného pristupu cez pracovné mobilné zariadenia alebo notebooky

je nevyhnutné:

a) vyuzivat zariadenia iba na plnenie pracovnych uloh apovinnosti uréenych
prevadzkovatel'om,

b) je nutné vyuzivat licencovanu antivirusovi ochranu na zariadeniach nainstalovanu
administratorom siete a nevypinat’ ju. V pripade akychkol'vek upozorneni na problém,
¢i vyprsani lehoty licencie je potrebné bez prietahov kontaktovat’ administratora siete,

C) heslovat’ zariadenia aj aplikacie pred samotnym spustenim ako aj pred odblokovanim,
(notebook, tablet, mobilny telefon...) atym predchadzat vzniku bezpecnostného
incidentu stratou, kradezou apod. Je zakazané, aby sa kdekol'vek na zverenom
sluzobnom zariadeni nachadzalo heslo k jeho spusteniu alebo odblokovaniu,

d) zakazat' pristup rodinnych prislusnikov a inych neopravnenych osob k zariadeniam,

e) je zakazané pripajat’ sa na verejne pristupne siete (Wi-Fi) v ramci vyuzivania Internetu
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na sluzobnych mobilnych zariadeniach, notebookoch apod. v ramci verejnych miest
(napr. kaviarne, hotely, letiskd, reStauracie a pod.) bez predchadzajuceho pisomného
suhlasu administratora siete alebo prevadzkovatel’a,

f) je zakazané vypinat’ antivirusovii ochranu a firewall,

g) v pripade odchodu od zverenych sluzobnych zariadeni ako aj po ukonceni prace

s nimi zamedzit’ pristup inych osob tak, Ze sa zariadenia zahesluju.

Okrem pripadnej potreby vykonat’ posudenie vplyvu na ochranu udajov by prevadzkovatelia

pri vytvarani vlastnych politik a postupov tykajucich sa monitorovania kamerou mali urcit’ aj:

b)

kto je zodpovedny za riadenie a fungovanie systému na monitorovanie kamerou,

ucel a rozsah projektu monitorovania kamerou,

ako sa obraz nahrava apocas akého ¢asového obdobia vratane archivneho uchovavania
videozdznamov v suvislosti s bezpe¢nostnymi incidentmi,

kto ma pristup k videozaznamom a na aké tcely,

opera¢né postupy (napr. kto a odkial’ sleduje monitorovanie kamerou, ¢o robit’ v pripade
incidentu porusenia ochrany udajov),

postupy tykajlce sa obstaravania, inStalacie a udrzby zariadenia na monitorovanie kamerovym
systémom,

riadenie incidentov a obnova procesov.

CL5

Rozsah zodpovednosti prevadzkovatel’a pri ochrane osobnych tdajov
Prevadzkovatel’ systému je povinny vydat’ a schvalit’ bezpe¢nostnu smernicu o monitorovani
priestorov kamerovym systémom.
Prevadzkovatel’ je povinny zabezpecit’:
1. ochranu kamerového systému pred zneuZzitim zaznamov,
2. zabezpecit’ pouzivanie systému v zmysle schvalenej bezpecnostnej smernice,
3. preukédzatel'ne poulit opravnené osoby o pravach a povinnostiach ustanovenych

Nariadenim a zakonom o ochrane osobnych tdajov.



b)

CL 6

Povinnost’ ml¢anlivosti
Prevadzkovatel’ a opravnené osoby su povinni zachovavat’ ml¢anlivost’ o osobnych tidajoch,
ktoré ziskali pomocou kamerového systému.
Povinnost’ ml¢anlivosti zanikd, ak je to potrebné na plnenie uloh organov verejnej moci,
spravnom a priestupkovom konani a pravnych veciach. V takomto pripade povinnost
mlcanlivosti zanika len vo vzt'ahu k uvedenym orgdnom.
Povinnost’ ml¢anlivosti plati aj pre in€¢ osoby, ktoré v ramci svojej ¢innosti prichadzaja do
styku s osobnymi udajmi ziskanymi kamerovym systémom. Povinnost’ ml¢anlivosti trva aj po

zéaniku funkcie opravnenej osoby alebo po skonceni jej pracovného pomeru.

CL7

Prava dotknutych os6b
Dotknuté osoby (osoby, ktoré si monitorované kamerovym systémom) si v zmysle ¢l. 15-22
Nariadenia Eurdpskeho parlamentu arady (EU) 2016/679 o ochrane fyzickych osoéb pri
spracuvani osobnych dajov a o0 vol'nom pohybe takychto udajov mozu uplatnit’ nasledujtice
prava:
Pravo na pristup k osobnym tdajom — ide o pravo dotknutej osoby ziskat’ potvrdenie o tom,
¢i sa spracuvaju jej osobné udaje ako aj pravo ziskat pristup k tymto dajom, a to v rozsahu
ucelov adoby spracuvania, kategorie dotknutych osobnych (dajov, okruhu prijemcov,
0 postupe Vv kazdom automatizovanom spracUvani, pripadne o nasledkoch takéhoto
Spractivania. Prevadzkovatel ma pravo pouZzit vSetky primerané opatrenia na overenie
totoznosti dotknutej osoby, ktora ziada o pristup k udajom, najmd v savislosti s online
sluzbami a identifikatormi (¢lanok 15, recitdl 63, 64 Nariadenia).
Pravo na vymaz — ,,zabudnutie* tych osobnych udajov, ktoré uz nie su potrebné na ucely, na
ktoré sa ziskali aspractvali; pri odvolani suhlasu, na zaklade ktorého sa spractivanie
vykonéva;
pri nezakonnom spractvani; ak sa osobné udaje ziskavali v suvislosti s ponukou informacnej
spolo¢nosti (pri det'och), a to za naplnenia podmienok uvedenych v ¢lanku 17, recital 65, 66
Nariadenia.
Pravo namietat’ - dotknutd osoba ma tiez pravo kedykol'vek namietat’ z dévodov tykajucich
sa konkrétnej situacie proti spracivaniu osobnych Udajov, taktiez ak je spracuvanie

nevyhnutné na ucely opravnenych zaujmov, ktoré sleduje prevadzkovatel’ alebo tretia strana
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(okrem spractvania vykonavanom organmi verejnej moci pri plneni ich dloh), s vynimkou
pripadov, ked nad takymito zaujmami prevazuju zaujmy alebo zakladné prava a slobody
dotknutej osoby, ktoré si vyzaduji ochranu osobnych udajov (najmi ak je dotknutou osobou
diet’a).

d) Pravo podat’ staZnost’ dozornému organu - bez toho, aby boli dotknuté akékol'vek iné
sprévne alebo sidne prostriedky napravy, ma dotknuta osoba pravo podat’ v zmysle ¢lanku 77
Nariadenia staznost’ Uradu na ochranu osobnych Gdajov SR, ak sa domnieva, Ze spractvanie
osobnych udajov, ktoré sa jej tykaju, je v rozpore s Nariadenim alebo zdkonom o ochrane

osobnych Gdajov.

Prevadzkovatel' je povinny kazdi jednu Ziadost’ o uplatnenie prav dotknutej osoby vybavit
do 30 dni odo dna dorucenia ziadosti. VSetky Ziadosti dotknutej osoby vybavuje Mgr. Renata
Jencikova (riaditel’ka Skoly), v spolupraci so zodpovednou osobou Ing. Katarina Petrikova, ktora
v lehotach uvedenych v Nariadeni a zdkone o ochrane osobnych udajov kazdu ziadost’ dotknutej
osoby, ¢i uz zaslanu pisomne alebo elektronicky vybavi. V pripade, ak si dotknuta osoba uplatni
svoje pravo na pristup aprdvo na obmedzenie zaznamu jej osobnych udajov sucasne,

prevadzkovatel’ je povinny zhrat’ jej vyziadany zdznam do archivu.

CL9
Zaverecné ustanovenie
a) Porusenie tejto smernice bude posudzované ako zavazné porusenie pracovnej discipliny.
Prevadzkovatel si mozZe uplatnit’ svoje opravnenie a vyvodit' pracovnopravne dosledky,
¢o moze viest’ az ku skon¢eniu pracovnopravneho vzt'ahu.
b) Za dodrziavanie Smernice o monitorovani priestorov kamerovym systémom zodpoveda:
Ing. Oliver Mériassy
c) Tato Smernica 0 monitorovani priestorov kamerovym systémom nadobuda u€innost” diiom

01.09.2023

Kosice diia 01.09.2023

Mgr. Renata Jencikova
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Priloha ¢. 1 Priestory monitorované kamerovym systemom:

a) priestory monitorované kamerovym systémom: vonkajsia brana Skoly
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Zoznam 0s6b, ktoré boli obozndmené so Smernicou 0 monitorovani priestorov

kamerovym systémom

P.C. Meno a priezvisko Datum Podpis
1. | Anna Susterova 01.09.2023
2. | Marta Kotul'ova 01.09.2023
3. | Vladimir Kovalcin 01.09.2023
4. | Silvia Druzbacka 01.09.2023
5. | Lydia Kandalikova 01.09.2023
6. | Anna Téthova 01.09.2023
7. | Helena Benderova 01.09.2023
8. | Ing. Oliver Mariassy 01.09.2023

13




